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1	Overall description
SA3 would like to thank SA6 for their incoming LS in (S6-233112, LS on developing a security solution for PINAPP architecture) where SA6 is requesting SA3 to specify the appropriate security mechanisms that are essential for completion of the Rel-18 PINAPP work item.
After investigating the SA6 request, SA3 agreed on the following:
· The PINAPP security solution can be based on HTTPS and focus on protection of PINAPP reference points
· A security token can be pre-provisioned on the PINE/PEMC/PEGC/PIN Server/AS for authentication and authorization (it is up to implementation. how to distribute credentials)
· SA6 can define the format of the token for interoperability between PINE/PEMC/PEGC/PIN Server/AS
· The PIN Server can be authorized to generate and distribute the tokens (similar to Edge Configuration Server in Edge), for example when a PINE joins the PIN it may receive the token.
2	Actions
To 3GPP TSG SA WG6
ACTION: SA3 asks SA6 to take the above into consideration. 
3	Dates of next TSG SA WG 6 meetings
SA3#115                26th February – 1st March 2024 	Athens, Greece
SA6#116                20th May – 24th May 2024 	TBD, Korea
